Reinvigorating NATO’s Edge: Military Innovation and the Strategic Concept

“Now, here, you see, it takes all the running you can do, to keep in the same place.”
(The Red Queen, in Through the Looking-Glass and What Alice Found There.)
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Introduction
Immediately after Russia’s invasion of Ukraine, NATO allies finally recognised the need to rearm to deter and defend against Russia. The German government announced it would more than double its defence outlays, and other countries followed suit. With the lack of funds no longer the principal constraint, European NATO allies will now be able to rebuild their military strength after an extended period of neglect.

But while they are rebuilding, their militaries must deal with the urgent challenges of today and prepare for the conflicts of tomorrow. Maintaining – or attaining – a military-technological edge will be instrumental to NATO’s future warfighting ability and will require first and foremost an ability to innovate. Unfortunately, for various reasons and after decades of budget cuts, military innovation is no longer a strong suit for Western military organisations. NATO’s forthcoming Strategic Concept needs to offer guidance and set the boundaries for an Alliance-wide effort to spur military innovation. This paper sketches the challenges that the Alliance confronts in this endeavour and offers concrete recommendations to address these challenges.

The New…and the Old
It is by now widely acknowledged that military-technological and military-strategic developments are both reshaping the character of war and redistributing regional balances of power – between major powers (cf. the US and China) as well as between minor powers (cf. Azerbaijan and Armenia). These developments affect both the actors and the enablers of war across the entire spectrum. Illustrations abound: progress in deep learning is acceleratingOODA (observe, orient, decide, act) loops and changing the dynamics of command; the proliferation of A2/AD (anti-access area-denial) capabilities is undermining air supremacy and leveling the playing field; the omnipresence of sensors is spurring the development of autonomous weapons, smartphones in multiple domains, self-organising swarms of robotic vehicles in various sizes; and the prevalence of unmanned systems is allowing more actors to strike from afar.4 But while the new are being born, the old are certainly not withering away, not yet at least. Existing weapon systems, it turns out, are far from obsolete. They can be used to threaten and impose enormous destruction as demonstrated by the carnage in Ukraine. Battle tanks carry military weight, and rockets and missiles destroy and destroy. Despite all the talk about agility and nimbleness, mass continues to matter, and modern technologies fail to lift the fog of contemporary war.

A Period of Transition
A fair assertion is therefore that the character of war may be changing, but that the expected coming revolution in military affairs (RMA) has certainly not materialised yet. In military innovation speak, an RMA takes place when military organisations adopt new technologies, develop operational concepts to use these technologies and adapt their organisational structures.

In support. This in turn delivers “a dramatic increase — often an order of magnitude or greater — in the combat potential and military effectiveness of armed forces.” The next RMA is described as revolving around “autonomous weapons, swarms of robotic vehicles in multiple domains, self-organising defensive systems, automated weapons, big data analytics, and machine and deep-learning programs.” It is expected to translate into super-beneficial awareness and understanding and accelerated decision making and greater precision at high speed. It is projected to feature centaur teams with men and machines seamlessly operating together; large numbers of disposable unmanned systems that can operate semi-autonomously in swarm-like formations; and smaller numbers of dispersed human units using battle clouds to find their way around the battlefield in even swifter — and eventually hyper — forms of war.

Military strategists and futurists are uncertain about the exact time horizon for the next RMA to arrive. Contrary to conventional wisdom, the uncertainty does not apply so much to the maturation of technologies which can be, and have been, estimated with surprisingly decent levels of accuracy in recent decades. While many of the emerging and disruptive technologies are still fairly immature, Michael O’Hanlon expects that the “technological change of relevance to military innovation may be faster and more consequential in the next 20 years than it has proven to be over the last 20.”5 In a 2021 study, based on a wide-ranging literature review and in depth expert interviews, my research group also assessed the impact of key technologies that feature in visions for the next RMA on international security to be substantial (see Table 1).6

<table>
<thead>
<tr>
<th>Technology</th>
<th>Estimated Impact</th>
<th>Estimated Timing</th>
</tr>
</thead>
<tbody>
<tr>
<td>AI</td>
<td>Revolutionary</td>
<td>Long Term</td>
</tr>
<tr>
<td>Big Data</td>
<td>Revolutionary</td>
<td>Soon</td>
</tr>
<tr>
<td>Bio and Human Enhancement Technologies (BHET)</td>
<td>Modest to Significant</td>
<td>Soon</td>
</tr>
<tr>
<td>Chemical Technologies</td>
<td>NA</td>
<td>NA</td>
</tr>
<tr>
<td>Photonics</td>
<td>NA</td>
<td>NA</td>
</tr>
<tr>
<td>Quantum Technologies</td>
<td>Significant</td>
<td>Now to Soon</td>
</tr>
<tr>
<td>RAS</td>
<td>Significant</td>
<td>Revolutionary</td>
</tr>
<tr>
<td>Sensor Technologies</td>
<td>Modest</td>
<td>Long Term</td>
</tr>
<tr>
<td>Space Technologies</td>
<td>Modest to Significant</td>
<td>Soon to Long Term</td>
</tr>
<tr>
<td>Weapon Technologies</td>
<td>Modest (directed-energy weapon – DEW) to Significant (hypersonic)</td>
<td>Soon</td>
</tr>
<tr>
<td>3D printing and advanced materials</td>
<td>Modest to Significant</td>
<td>Soon to Long Term</td>
</tr>
</tbody>
</table>

Table 1: Sensitive technologies and their impact on international security (source: HCSS)
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For the period to come, fast moving change is expected to continue in computers and robotics as well as in AI and big data applications, with considerable implications for weapon systems. As the same O’Hanlon writes:

“The battlefield implications in domains such as swarms of robotic systems, usable as both sensors and weapons, may truly come of age. In addition, laser weapons, reusable rockets, hypersonic missiles, rail guns, unmanned submarines, biological pathogens, and nanomaterials may wind up advancing very fast. The sum total may or may not add up to a revolution. But the potential cannot be dismissed.”

The coming period can therefore be said to be one of transition. Periods of transitions are shrouded in uncertainty, but those who stubbornly cling to their old ways will likely face defeat. In contrast, those who successfully navigate the transition are bound to forge ahead in the next military conflict. The real uncertainty therefore hinges on the question whether military organisations will be able to fruitfully leverage technological advancements through the development of concepts and the adaptation of organisational structures that will give them a competitive edge on the battlefield. It is likely that the current rapid rate of technological progress in combination with high levels of geopolitical competition (and concomitant high levels of threat perception) is bound to incentivise conflict actors to do so.24

In recognition of the need to innovate, NATO has implemented a series of initiatives to bolster innovation, specifically in the area of emerging and disruptive technologies such as artificial intelligence, quantum technology and biotechnologies.25 It announced a strategy (“Foster and Protect: NATO’s Coherent Implementation Strategy on Emerging and Disruptive Technologies”) in February 2021, and it created DIANA (the Defence Innovation Accelerator for the North Atlantic), to “foster technological cooperation among Allies in NATO, promote interoperability and encourage the development and adoption of technological solutions,” in July 2021.26 It also established the NATO Innovation Fund worth €1 billion to invest in cutting edge dual use technologies that have military applications in October 2021. On paper, at least, NATO seems to be taking real steps to prepare for the conflicts of tomorrow, but we know from military history that the development of new technologies is necessary yet far from sufficient.27 After all, “to bring about a revolution in military affairs, two things are normally needed: an objective development that will make it possible, and a man who will seize that development by the horns, ride it, and direct it.”28 NATO’s new Strategic Concept should therefore offer guidance and direction as to how the Alliance can manage the transition, leverage the opportunities offered by existing and emerging technologies, and increase its warfighting potential, all while this RMA is still emerging. The Alliance needs to take note of the following pitfalls and is advised to heed the following recommendations:

1. **Prioritise the Important, Not Only the Urgent**

“I have two kinds of problems: the urgent and the important. The urgent are not important, and the important are never urgent,” US President Eisenhower famously said in 1954.29 A common fallacy for organisations is that despite good intentions, any immediate crisis sucks up the majority of the organisation’s attention and energy. Every effort is exerted to deal with the current and present danger while tomorrow’s challenges are effectively disregarded.

Military organisations are aware of this bias and have stratified their organisations into different units dealing with current, future and long-term future planning. Yet, decades of budget cuts have significantly undercut the resources at the disposal of these future oriented units. In some smaller and middle powers (SMPs), they have even been abolished entirely with manpower reallocated to deal with current affairs. In other SMPS, the positions of these units have been weakened in the institutional hierarchy to the detriment of their weight in bureaucratic decision making. As a result, their input into actual capability portfolio development decisions is tenuous, to say the least. It is necessary not to repeat the same mistakes that delivered us today’s situation: wholly unprepared to deal with Russia’s invasion when the “important” finally became the “urgent”. This can be avoided by reinvigorating foresight and future planning units, by enhancing their positions within bureaucratic hierarchies, and by closing the loop between foresight exercises and capability development exercises.

2. **Strike a Balance Between Renovation Versus Innovation**

It is granted that after decades of decay, there is an urgent need to strengthen the kit and inventory of the existing force. Filling critical capability gaps, replenishing stocks, enhancing military readiness, increasing military mobility: each is a necessary element to rebuild NATO’s warfighting ability.30

In fact, European NATO Members have still not implemented all the necessary transformations to completely reap the fruits of the technologies that promised a fully informatised battlefield in the 1990s and are dependent on the US for Command, Control, Communications, Computers, Intelligence, Surveillance and Reconnaissance (C4ISR), “suppression of enemy air defences (SEAD) capabilities, cruise missiles, ballistic missile defence, stealth aircraft and electronic warfare assets,” as well as fielding and commanding operational headquarters.31 But a full focus on rebuilding forces will act as an impediment to innovating the armed force of the future as envisioned in projections of future war. Moreover, a danger lies in the fact that the process of rearmament will strengthen the position of existing constituencies that will protect existing assets and stand in the way of change.

There is no magic formula for striking the right balance between renovation versus innovation and it is difficult to put a specific number on it (also because incremental adaptations can sometimes also lead to transformation), but it is necessary to create an environment that embraces change and that supports experimentation – more on which below. It will also help to allocate the required means for instance by assigning at least 2 per cent of overall defence spending to research and investment (R&I).32

---

27 NATO Science and Technology Organisation (STO) identifies the following EDTs: artificial intelligence, autonomy, big data, biotechnology, hypersonics, novel materials, quantum and space. See O’Hanlon, “Transcending Change in Military Technology, 2000-1940,” p. 27.
30 NATO’s Science and Technology Organisation (STO) identifies the following EDTs: artificial intelligence, autonomy, big data, biotechnology, hypersonics, novel materials, quantum and space. See O’Hanlon, “Transcending Change in Military Technology, 2000-1940,” p. 27.
32 NATO Science and Technology Organisation (STO) identifies the following EDTs: artificial intelligence, autonomy, big data, biotechnology, hypersonics, novel materials, quantum and space. See O’Hanlon, “Transcending Change in Military Technology, 2000-1940,” p. 27.
34 NATO Science and Technology Organisation (STO) identifies the following EDTs: artificial intelligence, autonomy, big data, biotechnology, hypersonics, novel materials, quantum and space. See O’Hanlon, “Transcending Change in Military Technology, 2000-1940,” p. 27.
41 See O’Hanlon, “Transcending Change in Military Technology, 2000-1940,” p. 27.
3. Synergise Hardware, Software and Wetware

A real risk for NATO’s ability to maintain its military edge lies in a disproportionate focus on hardware and platforms without sufficient consideration of how these platforms can be synergistically used to achieve political objectives on but also off the battlefield. It is the combination of hardware, software and wetware (that ‘human thing’) that makes the difference.

Military innovation results from the triad of technologies, operational concepts and organisational adaptations. Disconnecting the three is likely to generate solutions in search of a problem (instead of the other way around) and is unlikely to deliver NATO the military-technological edge it needs. It is time to close the gap between imaginative practitioners and long-term planners.

Defence organisations should establish red cells and task them to do zero based planning: they should start with a blank sheet and consider how technologies – both old and new – and operational concepts can be combined to prevail in future, war-fighting environments. This can inform the development of new solutions and drive the process of innovation rather than renewal. In parallel, other cells can be tasked with identifying how innovative operational concepts can be applied to existing capabilities to achieve a competitive edge. This should be done both at the NATO member state and the NATO level. NATO, and specifically Allied Command Transformation (ACT), could be an important collector of best practices and a disseminator of excellence, building on its existing initiatives in this sphere.

4. Think Through Theories Of Victory and Success

Knowledge and ideas spread rapidly in the global marketplace of ideas that is limited to news and entertainment but also extends to the sphere of war. Strategists and defence planners, after all, do not operate in a vacuum.

In the cacophony of ideas, in which participants vie for attention, form has become as important as substance. Technologies are described as new and revolutionary and are asserted to be bound to upset the character of war. This undeniably instils the effect of “awe”, but does not necessarily furnish insight into how these technologies will deliver victory. However, also in many 21st century armed conflicts, the intellectual and the moral component are as important as the physical component to fight and win. Addressing this fixation on technology requires a more consolidated effort to think through what combination of ways and means will effectuate victory or success in the future security environment.

In parallel, the organisational and warfighting requirements need to be identified that certainly include – but evidently go beyond – the hardware. It will require strategic, operational, organisational and planning specialists to work closely together using dedicated future war simulations. Ultimately, it begins with taking future war anticipation and preparation seriously as a professional trade. This starts with the development of curricula at (defence) universities for future civilian and military planners in which they are educated in the practices and principles similar to how military professionals are trained in the art of war fighting.

5. Mind the Technological Gap Amongst Alliance Members

The ghost of techflation has been looming large over the defence capability development for an extended period of time: with each successive generation, military platforms have become more expensive. This has produced a situation in which the number of platforms, especially those of SMPs, have decreased massively.

It has also contributed to the widening of the technological gap between the number one military power – the US – and the other states within the Alliance.

While European NATO members are still trying to fully incorporate and leverage the opportunities offered by advances in CASIR that were already envisioned by military strategists in the 1980s and 1990s, the US has embarked upon another innovation strategy to prolong its military-technological edge. Overall, the dwindling numbers of platforms and the threat to future interoperability means that defence planners and their political decision makers in SMPs confront important choices.
Final Thought

NATO is recommended to take on these challenges and heed these recommendations. The forthcoming Strategic Concept should set the parameters for successful military innovation. But that leaves the less tangible factor of culture.

Military innovation can only blossom in a wider environment that stimulates rather than opposes it— as has been amply documented in the military innovation literature, and as many of us likely also know from everyday experience. In my conversations with defence planners and military officers in recent years, it has become painstakingly clear that decades of budget cuts have smothered most of the impulses to innovate. Rigid bureaucratic structures, career path structures that discourage disruptors, a wider culture focused at to protect and to conserve: it is fair to say that innovation is no longer in the DNA of existing military organisations.

The good news is that this can be changed through a dedicated effort of using a countercurrent method of planning, that is the simultaneous implementation of top-down and bottom-up. It requires the empowerment of innovators within institutional hierarchies, the adaptation of career paths to promote and reward innovators and a broader acknowledgement that stagnation means decline, in line with the Red Queen’s maxim from Alice in Wonderland quoted at the beginning of this article: NATO can help incubate that process and drive it forward building on the initiatives it has already announced as well as the broader set of recommendations offered in this paper.

31 A Dutchism that means: “stilstand betekent achteruitgang” and actually translates quite well.